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Just as the global transportation network connects the physical world....

The internet connects us virtually.
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A GROWING $4.82 MILLION

The average cost of a critical

infrastructure data breach in 2022,
according to IBM.

3 MILLION

Workforce gap for qualified defense
civilians and active military personnel
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Cybersecurity is a critical element of with specialties in cybersecurity, per ISC2.
modern business, government and
the lives of all Americans, and
cyberattacks of all sorts continue to
grow in number and impact.
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4,000

Currently unfilled highly-paid positions in
I I Kentucky alone, forfeiting potential tax
revenue and leaving our critical

infrastructure, utilities and businesses
vulnerable.




KentuckyCYBER will tackle this head-on by
bringing together public and private
partners for workforce development,

research and innovation.

Vision: Kentucky’s critical infrastructure, state and
local agencies, and major economic sectors will
thrive on a secure cyber infrastructure built by our
own skilled workforce.

Mission: To accelerate adoption of cybersecurity
systems in Kentucky by combining assets of higher
education, state and federal agencies and private
sector companies in an innovation park.

CYBERSECURITY'S NEW KENTUCKY HOME







